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evoClockevoClockevoClockevoClock++++    Workstation RequirementsWorkstation RequirementsWorkstation RequirementsWorkstation Requirements    

Processor                                    Dual core 1.8 GHz 

RAM                                          1 GB 

Screen Resolution                        1024 x 768 (small fonts) 

                                                  Microsoft Windows XP 

Operating  System                       Microsoft Windows Vista 

                                                  Microsoft Windows 7 

Web Browser                              Microsoft Internet Explorer 6 or higher 

Network                                     Minimum 3 Mbps network between client and server                    

                                                  machines 

Additional Configuration Requirements 

Internet Explorer settings 

The following settings must be applied to the Internet Explorer browser on each 

computer accessing the application: 

• Configure Evoclock+ as a trusted site: 

1. Visit your evoClock web site (e.g. https://xxxxpaydata.aditime.com 

xxxx=Client Number) 

2. Select Tools > Internet Options from the Internet Explorer menu. 

3. Click on the SecuritySecuritySecuritySecurity tab. 

4. Click the Trusted sitesTrusted sitesTrusted sitesTrusted sites    icon. 

5. Click the SitesSitesSitesSites button to view a pop-up window with a list of your trusted 

sites. 

6. Uncheck Require serverRequire serverRequire serverRequire server    verification (https:) for all sites in this zone.verification (https:) for all sites in this zone.verification (https:) for all sites in this zone.verification (https:) for all sites in this zone. 

7.7.7.7. Click Add.Add.Add.Add.    

8. Click Close.Close.Close.Close. 

9. Click ApplyApplyApplyApply to save your changes. 

10  Click OKOKOKOK to return to the web site. 

• Verify the security settings for trusted sites: 

1. Select Tools > Internet Options from the Internet Explorer menu. 

2. Click the SecuritySecuritySecuritySecurity tab. 

3. Click the Trusted sitesTrusted sitesTrusted sitesTrusted sites icon. 



4. Either set the Security slider to Medium-low or clock Custom levelCustom levelCustom levelCustom level…and 

set the following under the ActiveX controls and plugActiveX controls and plugActiveX controls and plugActiveX controls and plug----insinsinsins section: 

• Binary and Script behaviors – enabled 

• Run Active X controls and plug-ins – enabled 

• Script Active X Controls marked safe for scripting * - enabled 

 

• Downloads – Automatic prompting for file downloads - enabled 

• Disable any popup blockers installed while accessing Evoclock+. 

 

**If you are using IE10 you must turn on the Compatibility View. 

 

 



NOTES:NOTES:NOTES:NOTES:    

• If Ethernet clocks are used, they must be made accessible from the host server.  

This can be accomplished with either of the following methods: 

o Port Forwarding:  Use the external IP of the firewall and forward to the 

internal IP based on port number. 

o Static NAT: Clock will have an external IP that translates to an internal IP. 

Internet and Popup Settings Guide 

This document will take you through the recommended internet and pop-up setting 

for Internet Explorer. If you are not able to make the changes below you will need to 

contact someone on your IT team and ask them to make the necessary changes. 

Internet Option 

You will need to set your internet options so that you will always be seeing the most 

current data from the database. 

1.1.1.1. Click the ToolsToolsToolsTools menu. 

2.2.2.2. Choose Internet Options.Internet Options.Internet Options.Internet Options. 

 

3.3.3.3. On the general tab under Browsing historyBrowsing historyBrowsing historyBrowsing history click the SettingsSettingsSettingsSettings Button. 



 

 

4.4.4.4. Choose Every time I visit the webpageEvery time I visit the webpageEvery time I visit the webpageEvery time I visit the webpage. 

 

5.5.5.5. Click OKOKOKOK. 

6.6.6.6. Click the AdvancedAdvancedAdvancedAdvanced Tab. 

7.7.7.7. Scroll down until you find the SecuritySecuritySecuritySecurity section. 

8.8.8.8. Place a check mark next to Empty Temporary Internet Files folder when Empty Temporary Internet Files folder when Empty Temporary Internet Files folder when Empty Temporary Internet Files folder when 

browser is closedbrowser is closedbrowser is closedbrowser is closed. 



 

9.9.9.9. Click OKOKOKOK. 

 

Pop-up Blocker 

You will need to add your Evoclock+ application site address as a secure site in order 

to view the Evoclock+ application. 

1.1.1.1. Click the ToolsToolsToolsTools Menu. 

2.2.2.2. Choose PopPopPopPop----up Blockers > Popup Blockers > Popup Blockers > Popup Blockers > Pop----up Settingsup Settingsup Settingsup Settings 



 

3.3.3.3. Enter the Evoclock+ application website address. 

https://xxxxpaydata.aditime.com xxxx=Client Number) 

 

4.4.4.4. Click AddAddAddAdd. 

5.5.5.5. Click CloseCloseCloseClose 

If you have additional toolbars such as Yahoo or Google you will need to allow pop-ups 

on those toolbars as well. 



 


